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1
Decision/action requested

The group is proposed to discuss and agree on proposed text.
2
References

[1] TR 28.801 1.1.0 Study on management and orchestration of network slicing for next generation network
3
Rationale

Firstly, according to the usecases described in TR28.801 [1], this contribution proposes the following structure for clause 7 Potential Solutions:
7.
Potential solutions


7.1
Network Slice management functions


7.2
Multiple operator coordination management

7.3
Customer service support with network slice


7.4
Network Slice (Subnet) Instance(s) fault management


7.5
Network Slice (Subnet) Instance(s) lifecycle management

Secondly, this contribution also proposes to move the existing solutions to the above proposed structure for clause 7 Potential Solutions and make some editorial change for some titles. Detailed mapping information is described in the following table.

	Clause Num
	Sub-clause Num
	Original clause Num

	7.1
Network Slice management functions
	7.1.1 Introduction
	7.1 Network slicing management functions

	
	7.1.2 Example of how roles relate to network slicing management functions
	7.2 Example of how roles relate to network slicing management functions



	7.2
Multiple operator coordination management
	7.2.1 Network Slice Instance creation across multiple operators
	7.3 Solution options for Network Slice Instance creation across multiple operators



	
	7.2.2 Management support to facilitate UE roaming between Network Slice Instances in different administrative domains
	7.9 Management support to facilitate UE roaming between Network Slice Instances in different administrative domains

	7.3
Customer service support with network slice


	7.3.1 Making a service request with commonly agreed service types and attributes for service provision automation
	7.4 Making a service request with commonly agreed service types and attributes for service provision automation



	7.4
Network Slice (Subnet) Instance(s) fault management
	7.4.1 Network Slice Instance performance alarms monitoring
	7.5
Network Slice Instance performance alarms monitoring


	7.5
Network Slice (Subnet) Instance(s) lifecycle management
	7.5.1 Creating a Network Slice Instance to support communication service
	7.6 Creating a Network Slice Instance to support communication service

	
	7.5.2 Modifying a Network Slice Instance
	7.7 Modifying a Network Slice Instance

	
	7.5.3 Terminating a Network Slice Instance
	7.8 Terminating a Network Slice Instance


4
Detailed proposal
It is proposed to add the following changes to the TR 28.801 [1].  

	Start of changes


7
Potential Solutions

7.1
Network slicing management functions
7.1.1
Introduction
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Figure 7.1.1: Network slicing management functions

The CSMF receives the Communication Service (NOTE 1) related requirements from the Communication Service Customer, and manages the Communication Services (NOTE 1) provided by the Network Operator.

NOTE 1:  The Communication Service can be the 3GPP service running on the NSI.

The CSMF converts the Communication Service related requirements to the network slice related requirements (such as network type, network capacity, QoS requirements, etc.). The CSMF delegates management of the network slice by providing the network slice requirements to the NSMF

The NSMF manages the NSIs based on the network slice related requirements received from the CSMF.

The NSMF converts the network slice related requirements to the network slice subnet related requirements. The NSMF delegates management of the network slice subnet by providing the network slice subnet related requirements to the NSSMF.

The NSSMF manages the NSSIs based on the network slice subnet related requirements received from the NSMF.

Editor note: How network slice management functions are mapping to OSS/BSS is FFS.
7.1.2
Example of how roles relate to network slicing management functions
Management functions (Communication Service Management Function, Network Slice Management Function, Network Slice Subnet Management Function) are used by various business roles (Communication Service Customer, Communication Service Provider, Network Operator) to manage entities (Communication Service, Network Slice, Network Slice Subnet).

These relationships become more complex when we consider the actors in use cases. Each actor may play one or more business roles. To explain the relationships between actors, business roles, management functions, and managed entities, Figure 7.2.1 shows an example of a general solution.
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Figure 7.2.1: General example of network slicing management functions

Figure 7.2.1 shows a very general example, where each actor plays only one role. To allow interactions between actors, mutual trust relationships must be created, normally based on business agreements.

Table 7.2.1 describes the management actors for this general example in more detail.

Table 7.2.1: Description of management personas for general example
	Actor
	Role
	Description

	Customer
	Communication Service Customer
	Consumes a Communication Service

	Service Provider
	Communication Service Provider
	Provides a Communication Service

Consumes Network Slice(s)

	Network Slice Provider
	Network Operator
	Provides a Network Slice

Consumes Network Slice Subnet(s)

	Network Slice Subnet Provider
	Network Operator
	Provides a Network Slice Subnet


In a real use case, it is common for an actor to play multiple roles, thereby reducing the number of needed mutual trust relationships. For example, a use case may have an actor “Tenant” who simultaneously plays both roles of CSP and CSC. As another example, an actor “Network Provider” could simultaneously provide the Communication Service, Network Slice, and Network Slice Subnet.

Table 7.2.2 describes some typical management actors which may be found in use cases.

Table 7.2.2: Description of management personas for typical use cases
	Actor
	Role
	Description

	Basic customer
	Communication Service Customer
	Consumes a Communication Service but does not use CSMF

	Advanced customer
	Communication Service Customer
	Consumes a Communication Service and has some capability (as limited by the CSP) to manage the Communication Service via the CSMF

	Network slice tenant
	Communication Service Customer and Communication Service Provider
	Consumes and manages a Communication Service

Consumes Network Slice(s) and manages the Network Slice(s) via the NSMF(s)

	Communication Network Provider
	Communication Service Provider and Network Operator
	Provides Communication Service Network Slice(s) and Network Slice Subnet(s)

	Network-as-a-service Provider
	Network Operator
	Provides a Network Slice and Network Slice Subnet(s)


7.2 Multiple operator coordination management
7.2.1
Network Slice Instance creation across multiple operators

7.2.1.1
General
The potential options for creating an NSI extending multiple operators are summarized in the following sub-clauses.

7.2.1.2
Option 1: A customer service across multiple operators’ Network Slice Instance

In this option the customer contacts multiple operators to create NSIs for supporting a communication service hosted across multiple operators. Figure 7.3.2.1 shows the Customer who, in this option, owns the communication service management functionality which has an interface to each operator for the life cycle management of NSI. 

The customer’s communication service management function (CSMF) requests the creation of an NSI to the multiple operator management systems (OMS). Each OMS internally requests the creation of the NSI to its NSMF. The NSMF creates the NSI and returns a success to the OMS which returns the success response to the customer’s CSMF together with an agreed upon management exposure to the NSI provided to the customer’s CSMF.

This option requires the customer’s CSMF to manage to multiple instances of NSI to make them support a single service instance. 
NOTE: This option is actually the combination of multiple NSI or NSSI to host a customer service and is not per se an extension of a single NSI to multiple operators. 
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Figure 7.3.2.1: Option 1: Customer to operator interface for hosting a communication service over NSIs across multiple operators

7.2.1.3
Option 2: Multi-operator slice creation by operator management system to management system interfaces

In this option the customer requests the communication service to a single operator’s management system (OMS), operator A in Figure 7.3.3.1. The operator A’s service management function can decide to request an NSSI to another operator’s management system, operator B. 

The steps for creating and requesting an NSI begin with the customer contacting a single operator’s management system and that operator’s management system requests the other operator’s management system for the life cycle management of the NSI (to be) hosted therein.

In this option the communication service management functionality is hosted in Operator A and it exposes an agreed upon management interface to the customer. Operator A is responsible for the management of the NSI.
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Figure 7.3.3.1: Option 2: Operator management system (OMS) to OMS interface for multi-operator NSI creation
7.2.1.4
Option 3: Multi-operator NSI creation by operator NSMF to NSSMF interface
This option is similar to Option 2 in sub-clause 7.3.3. The operator A forwards the request to its NSMF. The NSMF of operator A then decides to use another operator NSSMF to realize the NSSI.

The procedures for creating and requesting an NSI are similar to option 2 except that in this case the interface between the OMS of option 2 is replaced by the interface from NSMFs to NSSMF for life cycle management of the NSSI hosted in the other operator domain.

NOTE: This option may require the establishment of mutual trust relationships between the operator A and B, which is currently considered out of scope of 3GPP SA5.

[image: image5.png]Operator A Customer

Communication Communication
Senvice Senvice

Provider Customer
pm
Communication
Service manages _| Communication
Management Service
Function

consumes

Network Slice
Management
Function

manages via

Network Slice
delegates to contains Subnet manages | Network Slice
9 Management Subnet
Network Function 5

lcontains

provides bkgates to contains

Network Slice

Subnet
Management Network Function

Function Network
T
Operator

Network Function




Figure 7.3.4.1: Option 3: NSMF to NSSMF interface for multi-operator NSI creation

7.2.2
Management support to facilitate UE roaming between Network Slice Instances in different administrative domains
The solution assumes the Operators have roaming agreement, and roaming is supported through network slicing.

1. The Operator B notifies the Operator A about the slice selection related information for the NSI.

Editor’s note 1: The detailed slice selection related information may depend on SA2 discussion.

2. The NSMF of Operator A provides the slice selection related information to the related network functions of NSI to support the roaming users from the NSI of Operator B.

Editor’s note 2: Which network functions need to be configured may depend on SA2 discussion.
7.3
Customer service support with network slice
7.3.1
Making a service request with commonly agreed service types and attributes for service provision automation
This section addresses the use case, where a mobile network operator provides the types of services to the customers with their own end user/device population distributed in a geographical area and how the customer should specify the services it needs with the related requirements. The operator uses the service management functionality in the 3GPP management system for this purpose.

Editor’s note: The placement of the functions in the service management functionality is FFS.

The customer can identify the available types of business services and the attribute values that need to be specified in order to uniquely identify the customer service request. The service requirements may be finalized in several steps of negotiation which may involve iterative changes of these attribute values.

The network management system should have the capability to assess the types of services it can offer knowing the network infra-structure capabilities and made it available to the service management functionality. 

An operator may decide to slice the network using different criterion, such as application types (e.g. MTC, v2V, URLLC), QoS types, mobility, security etc. An operator may have multiple categorization criterion or have a hybrid categorization. The global customer service categorization should allow for any such categorization and a standard service request format may be designed so that there is a mutual understanding for customer-operator negotiation or for the negotiations between different administrative domains.

The network management system also needs to see the feasibility of facilitating those service types considering the issues such as resource availability and capacity limits, and identify all the attributes related to each service classification and prepare the attributes according to the global categorization format.
There can be several levels of service type categorizations each higher level service category having multiple sub-categories in order to cover numerous possible customer service types that can be provided by a network operator. 
The main classifications may be based on the following two aspects (1) Based on the business service type; (2) based on high level service characteristics. These are further described below.

1) First level of categorization based on type of business service:

There can be 3 types of telecommunication services that may be offered by an MNO.

a)
End to end (E2E) connectivity as a service: providing E2E telecommunication service (e.g. user to a server) with multiple end users/devices (single user is a subset of this case).  

b)
Network as a service (NaaS): providing a ‘connected’ network that can be used by another MNO or service provider. 

c)
Asset as a service - also termed infra-structure as a service (IaaS):  providing resources that can be used for connectivity.

Editor’s note: This is not an exhaustive list and further additions such as the data analytics and location information services and platform as a service, are FFS.

This first level service category may need to be identified in any type of negotiation, i.e. customer to operator or negotiation between different administrative domains. 

2) Second level of categorization based on high level service characteristics facilitated by the slices:

In this level the key service characteristics that impacts the composition of the network slice are used for categorization.  Several examples of such key characteristics are service function chain, security, mobility, QoS, traffic types, and geographical locations. Different operators may choose different chracteristics when forming different slice or service types to offer to the customers.

An operator, for example, may map all its services into one of the three network slice types such as eMBB, URLLC, mMTC, when serving a customer.

On the other hand, another operator may categorize the services according to the QoS ranges and prepare slices to map a combination of different ranges of QoS and different service function chains. For example, the MEC (mobile edge computing) applications requiring low delay may be classified as a one service category and best effort traffic may be categorized as another. 

3) Further classification and specific attributes corresponding to each classification

Certain service types with much more variation in service requirements may be further classified into sub-categories to allow for an operator to offer more granularity to its customers. For example, eMBB type may be further classified into QoS ranges or QoS based categorization may be further classified into user to server and user to user service (service function chain based).

Finally, there needs to have a set of attributes to specify different options and other service requirements, which can be different for different service types discussed above. Some of these options include:

· end user authentication method, 

· physical or logical isolation requirements, 

· congestion control mechanisms, 

· resource specification, 

· charging method 

· dynamic policy change possibilities

· network exposure possibilities, 

· traffic monitoring and controlling possibilities for customer, 

· penalising methods for not meeting the SLA, etc.

Other service requirements may include performance requirements such as capacity, delay, number of users, geographical coverage, traffic profiles etc.

The Table 7.3.1 illustrates the multiple levels of service categorization described above. 
Table 7.3.1

	Level 1

Categorization based on Business Service Type

(A, B, C)
	Level 2 categorization based on service characterization

(A:  A1, A2, A3)

(B:  B1, B2)

(C1, C2, C3, C4)
	Optional additional levels (3, 4, 5), e.g. exposure levels

(TBD)
	Attributes, and their ranges

e.g.: Capacity, throughput, delay, number of users, geographical identifications, authentication level etc.




7.4
Network Slice (Subnet) Instance(s) fault management
7.4.1
Network Slice Instance performance alarms monitoring
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Figure 7.4.1: NSI performance alarms monitoring

Figure 7.4.1 shows a high-level solution of NSI performance alarms monitoring. More details are depicted as follows:
1. The NSMF determines to monitor the performance alarms for PM parameters of an NSI. 

2. The NSMF determines to create threshold monitoring jobs for monitoring PM parameters on non-shared NFs, shared NFs of the NSI.

· In case of non-shared NFs, threshold monitoring job information contains PM parameters and threshold values. 
Editor's note: In case of common NFs shared by multiple NSIs, it is FFS.
3. The NSMF receives performance alarm notifications specific to an NSI. 

7.5
Network Slice (Subnet) Instance(s) lifecycle management

7.5.1
Creating a Network Slice Instance to support communication service
The potential solution for creating an NSI to support a communication service is described below:
1.
The CSP sends service request to the Service Management Function with overall service related requirements.

2. The Service Management Function translates the service related requirements into network slice related requirements, the information indicating whether the requested NSI can be shared with other communication service may be included in the network slice related requirements.

NOTE: the information indicating whether the requested NSI can be shared with other communication services may be determined by Service Management Function or CSP.
3. The Service Management Function sends a request to the NSMF to allocate an NSI with network slice related requirements. 

4.
If there is information indicating the requested NSI can be shared with other communication services and if an existing available NSI can be used, the NSMF may use the existing NSI. Otherwise, the NSMF may create a new NSI to satisfy the network slice related requirements.

5.
The NSMF derives the network slice subnet related requirements from the network slice related requirements.

6a. If a new NSI needs to be created, the NSMF identifies the NSSIs to be reused and the NSSIs to be created.

6b. If an existing NSI needs to be reused, the NSMF identifies the NSSIs to be reused.

7a. For the NSSI to be created, the NSMF request corresponding NSSMF to create a new NSSI with the network slice subnet requirements.
7b. For the NSSI to be reused, the NSMF request corresponding NSSMF to reconfigure or modify it with the network slice subnet requirements if needed.

8.
The NSMF associates NSSIs with the corresponding NSI.
7.5.2
Modifying a Network Slice Instance
The potential solution for modifying an NSI is described as follows.
1. The NSMF receives an NSI modification request or the NSMF decides to modify an NSI based on a pre-defined policy. For example, the modification of NSI may include changing the capacity of the NSI.

2. If the NSMF determines to modify the NSI through modifying NSSI, it sends request to the NSSMF with related requirements. The NSSMF modifies the NSSI according to the requirements from the NSMF.

Editor’s note: How to protect other existing services from undesirable impacts is FFS.
7.5.3
Terminating a Network Slice Instance
The following is a high-level solution for terminating an NSI.
1. The NSMF determines to terminate the NSI which is not necessary any longer.
2. The NSMF de-activates the NSI. Then the NSI to be terminated is in de-activated state.

NOTE: The solution for NSI de-activation is studied in other clauses.

3. The NSMF identifies corresponding NSSIs to be terminated and NSSIs to be retained.
4. If the NSSI needs to be terminated, the NSMF sends NSSI termination request to corresponding NSSMF. Then the NSSMF terminates the NSSI.
5. The NSMF deletes the NSI information.
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